
情報漏えいの原因  

情報漏えいの主原因は、従業員や

外注業者による社内部からの情報

持ち出しです。 

規則で縛っても、ついついやってしま

うのが人の常。 

たとえ悪気がなくても、第三者に漏

れてしまってからでは取り返しがつき

ません。 

 

情報漏えい対策  

規則で縛ってもだめなら、持ち出しが

できないようにするしかありません。 

確実な本人認証、記録メディアなど

の利用制限、暗号化を行いましょ

う。また、利用履歴の存在を周知す

ることで持ち出し行動の抑止にもつ

ながります。 

 

TruStack   

TruStack - Trusted Stackware シ

リーズ製品は、 PC のセキュリティを

高めることを目的として開発された、

情報漏えい対策用アプリケーション

ソフトウェアです。 

ログデータの保存ならびに転送。 

設定ウィザードによる容易な設定。 

設定情報のエクスポートおよびインポート。 

TruGate 用ログビューアー。 

TruMonitor 用ログビューアー。 

TruMonitor 用デバイスリストの生成。 

Active Directory 対応。 

ログ － 利用履歴は、管理者だけのものではありません。 

ログの存在を広く知らしめる事で、エンドユーザーにはセ

キュリティポリシーに対する心理的な抑制効果が生まれ

ます。 

クライアント PC とサーバー PC に、夫々 TruLog Ser-

vice をインストールする事により、クライアント PC で取

得されたログを、サーバー PC に転送および保存するこ

とが出来ます。これにより、管理者はネットワーク上の 

PC の利用状況を即座に把握できます。 

管理者は、問題が顕在化する前に、問題行動をするエ

ンドユーザーに適宜注意を促すことにより、エンドユー

ザーのセキュリティに対する意識改革を引き起こすこと

ができます。 

 

TruGate が既にインストールされている PC にログサー

ビスをインストールすることにより、認証結果がログに保

存されます。 

また、TruMonitor が既にインストールされている PC に

ログサービスをインストールすることにより、検出イベント

がログに保存されます。 

保存された認証結果のログや検出イベントのログは、専

用のログビューアーで一覧表示することができます。 

TruMonitor ログビューアーでは、TruMonitor のホワイト

リストの作成に使用するデバイスリストが生成できます。 

ボリュームライセンス版の TruMonitor では、TruLog 

Service が必要です。 

Trusted Stackware シリーズ製品用ログサービス 

T r u L o g  S e r v i c e  

－ 不正操作も一目瞭然・情報漏えいの抑止力に － 



ライセンス体系  

TruStack シリーズには、個人向けの

シングルライセンスと、企業向けのボ

リュームライセンスがあります。 

 

カスタマイズ  

ご要望に応じて TruStack シリーズ

製品のカスタマイズを承っています。

新たな認証デバイス用のプラグイン 

の開発もお気軽にご相談ください。 

 

 

製品やサービスについての詳細は、

弊社の Web サイト 

www.doi-net.com をご覧ください。 

Windows XP 32bit/64bit 

Windows Vista  32bit/64bit 

Windows 7 32bit/64bit 

Windows 8 32bit/64bit 

Windows 8.1 32bit/64bit 

Windows Server 2003 32bit/64bit 

Windows Server 2008 32bit/64bit 

Windows Server 2008 R2 

Windows Server 2012 

 

* 64bit 版 OS をお使いの方は、64bit 版インストーラー

をご利用ください。 

対応OS 

Tru S tac k  シリーズ製品  
 

TruGate – ログオン認証 

TruMonitor – USB 不正使用禁止 

TruPass – アプリケーション自動ログオン 

TruCSP – 暗号プロバイダー 

TruGate Manager – TruStack 管理ユーティリティ 

TruSuite – TruStack セキュリティスイートパッケージ 
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TruLog Service の機能とメリット 

注意事項 

１）TruGate の認証結果は、デバイス認証の結果であり、OS のユーザー認証の結果ではありません。OS のユーザー認証の結果は、OS のイベントビューアーを

ご参照ください。 

２）サーバー PC では、「ネットワーク用ファイルとプリンタ共有」が設定されている必要があります。 

TruLog Service は、PC のセキュリティ機能を高める TruStack シ

リーズ製品の 1 つです。 

TruLog Service は、OS のシステムサービスとして起動され、同シリー

ズの認証フレームワークやセキュリティ製品と連動し、認証結果やセ

キュリティイベントをログに記録します。ログデータは、クライアント PC も

しくは設定ウィザードで指定されたサーバー PC に保存されます。設定

ウィザードでサーバー PC を利用するように設定されていた場合で、且

つ、サーバー PC に接続出来ない時は、一旦クライアント PC に保存

した後、サーバー PC に接続できるようになった時点で転送します。 

保存されたログデータは、一定サイズを超えると、古いものから順次上

書きされます。 


